**ANEXO I**

Abaixo estão relacionadas as 2.000 (duas mil) assinaturas distintas de **IPS/IDS** que serão utilizadas no teste de conformidade:

Optamos por definir as categorias de assinaturas, pois as assinaturas recebem atualizações diárias, desta forma no momento dos testes teremos as assinaturas mais atualizadas, garantindo a maior segurança e efetividade dos testes.

Seguem as Categorias de Assinaturas habilitadas nos testes:

ATTACK\_RESPONSE, DNS, DOS, EXPLOIT, FTP, ICMP, IMAP, INDICATOR-COMPROMISE, INDICATOR-OBFUSCATION, INDICATOR-SCAN, INDICATOR-SHELLCODE, MALWARE-TOOLS, MALWARES-BACKDOORS, OS-LINUX, OS-WINDOWS, POLICY-OTHER, POP3, PROTOCOL-DNS, PROTOCOL-FTP, PROTOCOL-ICMP, PROTOCOL-IMAP, PROTOCOL-POP, RPC, SCAN, SERVER-APACHE, SERVER-IIS, SERVER-MAIL, SERVER-ORACLE, SERVER-WEBAPP, SMTP, SNMP, SQL, SHELLCODE, VOIP, WEB\_CLIENT, WEB\_SERVER.

Neste dia 22/11/2017, o número total de assinaturas habilitadas eram: 10.218 (dez mil duzentos e dezoito) assinaturas.